FREQUENTLY ASKED QUESTIONS (FAQs) - ATM
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General FAOQ

1. What is Citizen Financial Cyber Fraud Reporting and Management System

(CFCFRMS)?

The Citizen Financial Cyber Fraud Reporting and Management System has been
developedby the Indian Cyber Crime Coordination Centre and is operated by respective
State/UT whichbrings together Law Enforcement Agencies of States/UTs, Banks and
Financial Intermediaries on a single platform to take immediate action on the
complaints regarding financial cyber frauds received through helpline number 1930.
The calls are being received by respective State/UT police officials.

14C, MHA is the platform provider. Complaints are lodged and handled by respective
State Law Enforcement Agencies.

2. How does the Citizen Financial Cyber Fraud Reporting and Management System

operate?

Flow of the Fraud reporting system is briefed in the info graphic below:
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Victims of cyber fraud call on Helpline no. 1930(earlier 155260), which is
manned and operated by the concerned State Police.

The Police operator notes down the fraud transaction details and basic personal
information of the caller and submits them in the form of a Ticket on the Citizen
Financial Cyber Frauds Reporting and Management System.

The Ticket gets escalated to the concerned Banks, Wallets, and Merchants and
so on. Depending on whether they are the victim's bank or the bankfwallet in
which the defrauded money has gone.

An SMS is also sent to the victim with an acknowledgement number of the
complaint with direction to submit complete details of fie fraud on the National
Cybercrime Reporting Portal (hitps://cybercrime gov.in) using the
acknowledgement number.

The concerned Bank, which can now see the ticket on its dashboard on the
Reporting Portal, checks the details in its internal systems.
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If the defrauded money is still available, the Bank puts it on hold, ie, the
fraudster cannot withdraw the money. If the defrauded money has moved out to
another Bank, the Ticket gets escalated to the next Bank to which the money
has moved out. This process is repeated until the meney is saved from reaching
into the hands of the fraudsters




3. Is there an official link or launch information from the Government?
A press release has been given by MHA

https://pib.gov.in/PressReleaselframePage.aspx?PRID=1727990

4. Who are the existing participants of the Citizen Financial Cyber Fraud
Reportingand Management System arrangement?

State/UTs Law Enforcement Agencies, Major Banks, Small Finance Banks, Payments
Banks,Wallets, E-Commerce companies, Payment Gateways are part of the arrangement.

(List is attached in Appendix 1 as on 03.03.2022)

5. Who manages the helpline number and complaints reported through
the helpline number?

Respective State/UT Law Enforcement Agencies manage the help line number and
officials designated by the respective State/UT Law Enforcement Agency receive calls
from complainants and enter the required details on their behalf. Complaints are
registered through the helpline number and also through the portal.

6. How can citizens register complaint on the Citizen Financial Cyber Fraud
Reporting and Management System?

Citizens can register their complaints through the helpline number 1930. Complainants
can call on the helpline number 1930 and provide few mandatory details like Name,
Mobile Number, Address, Transaction details etc. and after receiving acknowledgement
number needto make a formal complaint on the portal (https://cybercrime.gov.in/) within
24 hrs using the acknowledgement number received on SMS.

7. Whether the complainant has to register a formal complaint at Police
Station also?

No, Complainant has to register formal complaints on the National Cybercrime
Reporting Portal (https://cybercrime.gov.in) within 24 hrs after registration of complaints
through the helpline number using the link and acknowledgement number sent to them
through SMS.Thecomplaint is automatically forwarded to the concerned police station.




FAQs on Fixed Deposits

1. Who can open an FD with the Bank?

v Both customer and non- customer can open an FDR.

2. What documents are required for opening an FDR by an existing customer?

v" The self introduction by an existing account holder to open another Saving/FDR
account, in the same or other branch of the bank, is acceptable. For self
introduction no additional KYC documents are required. However if there is a
change in communication address, proof of address is mandatory.

v Saving account with self introduction should be opened only if the existing
account is satisfactory i.e. is minimum 6 months old and no levy of non-
maintenance of quarterly average balance charges during the last quarter.
However in case of FDR, account can be opened even if conduct of existing
account is unsatisfactory.

v" Whenever a customer requests for opening additional accounts in the same
name and style, these accounts are to be opened under existing customer ID.

3. What documents are required for opening an FD by a new customer?

v Indentify proof and address proof as per KYC guidelines.

v’ Latest photograph of depositor/s.

v" Nomination form DA1.

4. What is the process to be followed in case customer wants to partly or fully close an
account?
When the customer approaches the branch for partial closure of FD or to close
the FD on maturity, branch should:-

v Scrutinize the request, check the signature and mode of operation. When the
mode of operation is EorS/AorS/Jointly by All, the request needs to be signed by
all holders.

v Inquire with the customer the reason for partial closure of deposit.

v" Check for lien, freeze on the deposit.

5. What is the process to be followed for premature closure of FD?

v Inform the customer about the Penal interest if any.

v Check if all the account holders have signed the request.

v’ Verify the signature on the request with the bank records.

v' Get customer’s signature after affixing.

6. Are you aware that interest needs to be paid on the account lying in current account
deceased claim settlements as SB account interest rate?

RBI permits banks to pay interest on balances in deceased depositor’s accounts

even where the balances are held in current account or term deposits have



matured at the time of settlement. Branches may pay interest on such accounts
as per instructions given below-

In case of current accounts, simple interest shall be paid from the date of death
of the deceased depositor till the date of repayment to the claimant/s at the
rate of interest applicable to saving deposit as on date of payment.

In case of Fixed deposit, interest shall be paid from the date of death of the
deceased depositor till the date of repayment to the claimant/s at the rate of
interest applicable in Fixed deposit as on date of payment.

7. Value dating of term deposit can be done in following cases:

v

v

<\

Opening of new deposits where the amount has been parked in internal office
account for term deposit.

Customer request received for opening new FD/RD during the day but clear
funds received after EOD at branch. Value date will not be FD application date in
case of cheque clearing, but will be the value date on which bank has received
clear credit in its internal office account.

Renewal of overdue deposits.

In case of wrong closure of deposits.

Term deposits have been incorrectly opened due to wrong tenure, wrong
scheme code, incorrect amount etc.

System issue/errors.

If a customer applies for opening for saving and term deposit account, and
provide a cheque for combined amount; in such case first the saving account is
opened by depositing the entire cheque amount and then the FD is opened by
debiting saving bank account from value date as date of realization of cheque.
For renewal cases value dating can also be done for term deposits kept under
safe custody, Lien, loan against term deposits, locker and collaterals.



